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Section 1 – Here we provide the methodology used to perform the Risk Assessment. 
First, we identified and documented all PII repositories. This is where we find out where PII is located within the organization. 
Next, we identified potential threats and vulnerabilities to each of these repositories 
Then we assessed the current security measures in place
And determined the likeliness of threat occurrences
Followed by the potential impact of those threats if they were to occur 
We then determined the overall level of risk 
And additional security measures needed to lower the risk level 
And finally, we documented these findings on the Risk Assessment 
Section 2 – This section provides general areas we like all clients to pay special attention to. These are areas where we see the most risk to organizations, which is why we recommend looking through these items and ensuring they are implemented or being revisited when appropriate. Bear in mind, these are not specific to any one organization, so you may find that some of these items don’t apply specifically to your client. 
Section 3 – This section provides recommendations unique to your client based on the information gathered in their Organization Profile and Risk Assessment Questionnaire. These recommendations are broken down into three subsections: Administrative Safeguards, Physical Safeguards, and Technical Safeguards. 
Section 4 – This section is a chart displaying the threats and risks your client is facing with their current safeguards and existing controls, essentially their starting point regarding their risks to Personally Identifiable Information (PII) and company data. This chart shows the probability of a threat to occur, the impact to PII and sensitive company data if that event were to occur, and then adds those two items together to provide an overall risk level. 
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