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Security Training Course

Extensive use of multimedia, graphics,
and animation make cybersecurity
training engaging and educational. This
ear’s Security Training course includes a
ase class of required material as well as
an optional class that explores additional
training topics.

MAIN TOPICS
COVERED
Personally Identifiable

Information (PIl) &
Sensitive Data

Cybercriminals Are After
You

Case Studies & Lessons
Learned

Responding to a Data
Breach

THESE CRIMINALS

are targeting your home network,
your online bank accounts, your social media accounts,
and Pl and sensitive data at work
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In-Training Phishing Scam Quiz
Helps employees spot potential phishing emails and fake websites.

Security Training Quiz - Certificate of Completion

Fpllowing the tr_aining, employees can complete a 20-question quiz. Scoring an 80% or
higher will provide the employee with a certificate of completion.

Our Case Studies and Lessons Learned focus on real-life incidents that could
happen to all employees across all organizations. The goal is to show how incidents
occur and the steps that employees can take to prevent them from happening.

Sally the
Salesperson

Involved in a data breach where her
password was compromised.
Unfortunately for Sally, she reused that
password across various accounts and
forgot to change them, learning the
dangers of password reuse the hard
way.

Betty the
Bookeeper

Receives an email warning her of
potentially suspicious account activity.
Betty reacts quickly, but unfortunately,
this email was a phishing scam that
cost her company $100,000 and Betty
her job.

Adam Jones the
Financial Analyst

Falls victim to a Business Email
Compromise (BEC) scam when a
cybercriminal took over his boss’s
email account and requested a
wire-transfer.

Archie the
CEO

Unfortunately, Archie failed to
recognize the risks with his new smart
device and did not change the default
credentials, allowing a hacker to steal
thousands of files.

Weekly cybersecurity training videos and quizzes available! Contact us

for more information.




